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Overall Background on the National Strategy:

· In January 2012, in an effort to strengthen the global supply chain and protect the safety and interests of the American people while securing our Nation’s economic prosperity, the White House released the National Strategy for Global Supply Chain Security. 
· The Strategy promotes a U.S. Government-wide approach with two primary goals:

· Promote the efficient and secure movement of goods.

· Foster a resilient supply chain.

· As part of the Strategy’s implementation to accomplish these goals, CBP is leading and contributing to a wide-range of actions that rely upon, not only more effective and efficient coordination across U.S. Government agencies, but also the input and expertise of the Trade Community. 

Specific Actions Being Taken by CBPto better facilitate legitimate trade while balancing security interests as part of the National Strategy include: 

1) Promoting further efficiency and effectiveness in public/private partnership programs.

· The U.S. Government recognizes that the ultimate owners of the global supply chain are the importers, carriers, consolidators, brokers, and manufacturers; and that public/private partnership programs, whether voluntary or regulatory, are a key element of our layered security approach. 

· Trusted Trader programs, expedited trade lane designations, and other partnership programs such as C-TPAT, Importer Self-Assessment, Air Cargo Advanced Screening (ACAS), and Simplified Entry all help CBP focus valuable time and resources on high-risk cargo while expediting the movement of legitimate goods. 

· CBP will continue to rely on valuable input from the Trade Community and work with its fellow regulatory and security agencies in an effort to: 

a. Harmonize partnership program requirements across departments and agencies.

b. Leverage federal resources by exploring possibilities for joint validations, audits, and inspections. 
c. Identify roles that may be undertaken by private sector partners or others in the international community.
2) Enhancing information-sharing across relevant U.S. Government agencies and with industry. 

· CBP will coordinate with the Departments of Treasury, Commerce, Defense and others to expand automated data-sharing mechanisms to streamline importer/exporter filing requirements and speed up the processing of cargo.
· More efficient processing of legitimate cargo allows CBP to better identify high-risk cargo shipments which warrant additional scrutiny. 

3) Harmonizing global security standards and best practices with international organizations. 

· Today’s supply chain systems transcend borders and federal jurisdictions.  We must work with the international community and private sector stakeholders to develop and promote the adoption of global standards, best practices, and guidelines. 

· As part of a U.S. Government-wide examination of how individual federal agencies currently review and endorse standards; CBP will support the advancement of priority guidelines and best practices that facilitate the flow of trade across the global supply chain within and among.

· Within and among international organizations such as The World Customs Organization (WCO), the International Civil Aviation Organization (ICAO), the Universal Postal Union (UPU), the International Maritime Organization (IMO), the International Atomic Energy Agency (IAEA) and other private sector entities such as the World Economic Forum (WEF) and the Transported Asset Protection Association. 
4) Achieving a better understanding of risks to the global supply chain.  

· CBP is leading a U.S. Government-wide effort to synthesize existing risk assessments while leveraging insights gained from the private sector to characterize potential threats, hazards, and vulnerabilities across the global supply chain. 

· This effort will result in a dynamic analysis that allows for integration of evolving risk information. It will inform decision-makers on how to best allocate future resources in order to reduce the overall risk to the global supply chain.  

5) Enhancing and developing technologies that improve the security and integrity of cargo moving throughout the supply chain. 

· Technology is a force multiplier that adds to our layers of security while facilitating commerce by processing critical information that helps limit inspections to high-risk cargo. 

·  CBP is contributing to U.S. Government-wide effort to identify technologies that address supply chain threats such as biological, radiological, and nuclear devices as well as other contraband such as currency, narcotics, and explosives. 
· Research and development needed to enhance these existing technologies will be prioritized based upon the assessment of current capabilities and an understanding of evolving threats and vulnerabilities.
6) Building upon best practices to increase the resiliency of critical supply chain infrastructure. 

· CBP will collaborate with the Department of Transportation to identify critical infrastructure projects that can serve as models for the development of critical infrastructure resiliency best practices. 
· DHS and DOT will work to incorporate global supply chain resiliency goals and objectives into future Federal infrastructure investment programs and project assessment processes?
Importance of Input from Trade Community. 

· Many of these actions being taken as part of the National Strategy for Global Supply Chain Security, as well as the industry engagement that must go hand-in-hand with implementing them,are not completely new to CBP and its Trade stakeholders.

· However, the Strategy creates not only a more coalesced, U.S. Government-wide approach to advancing these global supply chain security initiatives, but it also provides an additional platform for soliciting industry input and amplifying the voice of the Trade across the U.S. Government.

· CBP will continue working with COAC for input in these areas outlined by the Strategy and help carry COAC’scontributions to our interagency partners. 
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