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Introduction 
 

The C-TPAT web portal is constantly changing to meet the demands of the trade environment.  Most 

recently, C-TPAT has taken on the addition of the Importer Self-Assessment (ISA) compliance 

elements and the Exporter Entity as well as integrating with other U.S. Government / trade partnership 

programs such as the Transportation Security Administration (TSA) air carrier validations, and with 

the Agriculture Programs and Trade Liaison (APTL).  Internationally, in response to initiatives driven 

by the President of the United States, the Secretary of Homeland Security, and the Commissioner of 

U.S. Customs and Border Protection, the portal has had to change to allow for growing relationships 

with foreign government Authorized Economic Operator (AEO) programs that would enable U.S. 

trade to expand benefits to foreign ports of entry.  The C-TPAT web portal is able to manage new 

accounts relating to the many new areas the C-TPAT program has expanded to.  This Manual explains 

the basic maneuverability throughout the portal in order to be able to have an accurate and complete 

C-TPAT application, so that partners in the program can take advantage of C-TPAT and foreign AEO 

cargo facilitation benefits within the U.S. and beyond.  

  

Portal Account Management 
 

SYSTEMS REQUIREMENTS 

 

 Internet Explorer 10 (IE 10) to access Portal applications 

 JAVA updates 

 Ensure all company profile information has been updated 

(Difficulty using portal applications will result if not up-to-date)  

 

Trade Accounts 

The C-TPAT Portal organizes and displays accounts by Trade Account. A Trade Account is an account 

management tool that stores generic company information, such as addresses and users, which the trade 

can use to apply to C-TPAT manage multiple C-TPAT accounts, and potentially to apply to future 

industry partnership programs. All Trade Organizations that you have access to will appear in the upper 

left corner of the left side menu, and can be accessed at any time during the login session as shown 

below. 
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 Displays all of the 

information on that 

page as a .PDF  
 

 
 

Save changes locally 

(not submitted to C- 

TPAT for review) 

 Submit changes for 

SCSS review 

 Cancel the request with 

no action taken 

 

Select this option only 

after all questions have 

been answered in the 

security profile.  

 Use this to upload 

documents in the 

documents section. 

 

 

Getting Started – Adding Trade Users 

A trade user is a person who has a user account in the C-TPAT Portal. New trade users will have to 

complete a trade user profile before they can create or have access to a Trade Account. Please note that 

new Trade Users added to existing trade accounts must be added to the users tab of the Trade Account 

Profile.  After the user has been added there, they must also be entered as a C-TPAT contact on the 

Contacts tab of the C-TPAT account before the user can update a C-TPAT security model (see the 

section on Trade Accounts on page 9). 
 

Trade Users are those individuals who: 

 Register in the C-TPAT Portal. 

 Are entered in the “Users” section of the Trade Account Profile. 

 May or may not be a contact for one or more C-TPAT accounts under this Trade Account Profile. 

 Can have multiple user roles with multiple organizations associated with C-TPAT. 

 Can access all authorized accounts without having to log out and log back in. 
 

Getting Started - Setting User Security  

Upon registering in the C-TPAT web Portal for the first time, all trade users will need to select three 

security questions and create a new password. The process is: 

 

(1) Provide answers to three user specified security questions. The security questions provide an 

extra layer of security. Please note: your answers to the security questions will be required to 

reset your password. Provide answers that you will recall in the future. Click <Submit> when 

data entry is complete. 
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Getting started – Entering Passwords 

 

Create a password that complies with DHS Standards: 

 Is at least 8 characters in length 

 Contains at least one upper case, one lower case, one numeric, and one special character. 

Valid special characters include (!, @, #, $, %, ^) 

EXAMPLE: A valid example would be: P@ssw0rd 

 May not be the same as the previous 8 passwords 

 

         Passwords expire every 90 days 
 

Managing Account - Resetting Passwords 

Passwords must be reset every 90 days, in accordance with DHS Standards pertaining to account security. 

There are two ways to reset your password: 
 

(1) Reset your password or security questions and answers using the 

Application Menu tool in the upper right corner of the C-TPAT 

Portal. Once you are logged into the C-TPAT Portal, click 

Application Menu in the upper right corner of the screen. 

Follow the system prompts to set either new security questions 

and answers, or a password. Note that you will be required to 

provide your current password or security questions and answers 

to complete the requested action. 

(2) If you do not recall your password, go to the C-TPAT Portal 

login page at https://ctpat.cbp.dhs.gov and click on the <Forgot 

your password?> link located below the username and password 

entry boxes. Enter your username (email address used to 

established the account) and click <Submit>. You will receive an email to that email address with 

an active link to set a new password. Note the link can only be used once, will expire in 24 hours, 

and will require you to enter your security questions and answers before you will be prompted to 
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create a new password. If you do not recall your security questions and answers, please contact 

the C-TPAT Helpdesk for assistance at: 1-800-927-8729. 

 

Managing Account - Changing Email Address 

Users may change their email address. To change your email address, log into the C-TPAT Portal and 

click Application Menu in the upper right corner of the screen. Select Change Email and follow the 

system prompts to update your email address. Please note that you will need to provide your current 

password to change your email address. 
 

 

 

Creating a Trade Account 

A Trade Account is an account management tool that stores company information, such as addresses and 

users, which can be used to apply to C-TPAT numerous times, manage multiple C- TPAT accounts, and 

can be applied to future industry partnership programs. 

 

 Creating a Trade Account Profile 

The Trade Account Profile of your Trade account contains common company information that may be 

used to manage multiple applications or accounts in the Portal system. To access your Trade account 

information, select the desired account on the left of the screen. Use the tabs in the middle of the screen 

to review and edit fields in Company Information, Addresses and Users. Click <Next> to continue to the 

next tab and <Previous> to review the previous tab. The <Summary> tab displays all information 

entered in the Trade Account Profile, and allows the user to <View .PDF> which is located at the bottom 

left side of the page. 

 

Creating New Trade Accounts 

To create a new trade account, click <Create > on the left side menu in the Trade Account Actions box and 

start entering Trade Account Profile information. Click <Next> to continue to the next tab and 

<Previous> to review the previous tab. If your company does not have a trade account, you will need to 

first create a Trade Account before you can create a C-TPAT application. 

 

Company Information  

Company Information contains generic information pertaining to the trade account, such as company 

name, doing business as name, number of employees, business start date, and a brief company history. 

All information on the Company Information can be updated by clicking in the box you want to update, 

then clicking Save at the top. To change the company name, you must contact your assigned SCSS. If 

your company is not assigned a SCSS, please contact Industry.Partnership@dhs.gov. 
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Trade Account Addresses 

Enter Trade Account addresses related to: headquarters offices (including international corporate 

headquarters locations), Trade/Security Point of Contacts and office locations, import/export cargo 

handling facility locations, policy generation and training locations, etc. If numerous import/export cargo 

handling facilities exist, please provide the Top 3 locations by volume of imported/exported cargo or Top 

3 locations with highest risk. 
 

To add an address to your Trade Account: 
 

 Click on <Trade Account Profile>, and then 

 Click on the <Addresses> tab. 

 Click <Add> and complete the required fields indicated by an asterisk (*), including Type, Street 

Line 1, City, Country, Postal Code, and State (if applicable). 

 Once data entry is complete, select <Save to the list below>. 

 Click the <Save> button above the Addresses window to save your changes. All new C-TPAT 

addresses will need to be added into Addresses tab of the Trade Account Profile of the 

Trade Account before they can be associated with your C-TPAT account.  

 

After clicking “Save” the system will return to the main “Trade Account Profile” page. You may 

continue to add and edit the Addresses and Users information by returning to the appropriate 

page. 
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Getting Started – Adding Users to Trade Account  
Enter user information for all people who have access to your company's account in the Portal. Every 
Trade Account and partnership account should have more than one user, and there must be at least one user 
listed as a Company Admin. 

 

To add a user to your Trade Account: 
 

 Click on <Trade Account Profile>, under the Trade Account Information block on the left side of the 

screen, and then 

 Click on the <Users> tab. 

 Click <Add> and complete the required fields indicated by an asterisk (*), including Email, 

Confirm Email, Salutation, First Name, Last Name, Title, Phone No., and Type. 

 Once data entry is complete, select <Save to the list below>, then 

 Click the <Save> button above the Users window to save your changes. All new C-TPAT 

contacts will need to be added into the Users tab of Trade Account Profile of the Trade 

Account before they can be associated with our C-TPAT account. 

 

After clicking “Save” the system will return to the main “Trade Account Profile” page. 

You may continue to add and edit the Addresses and Users information by returning to 

the appropriate page. 

 

 
 

Review Summary 

Review Trade Account information in the Summary. The Summary page will display all information 

entered into the Trade Account Profile and allow the user to <View.PDF> this command is located at the 

bottom left.  After all information is reviewed for correctness, click <Save> at the top of the screen and 

you will be returned to the main Trade Account Profile page. 
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(6) This request must be approved by a Company Administrator from the non-requesting 

account (even if it is the same as the user making the request). 

(7) The requests will go through an approval process within the C-TPAT Program if there are any 

C- TPAT Security Models associated to the trade accounts involved in the link. Once the link 

is approved by C-TPAT Management, the newly established trade hierarchy will appear in the 

upper left corner of the screen under the Trade Organizations box. 

 

Relationships:  De‐Linking Trade Accounts 

To support divestitures, trade users are able to de-link existing trade accounts to represent their evolving 

business structures. To de-link trade accounts: 

 

 Trade Accounts with an associated C-TPAT account require the approval of C-TPAT 

management before de-linking. 

 Only a Trade Account user identified as a Company Administrator can request to de-link. 

To make a request to de-link trade accounts: 

(1) Log into the C-TPAT Portal. 

(2) Click on the <Manage> link in the Trade Account Actions box in the bottom left of the screen. 

(3) Click the De-Link Trade Accounts link. 
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(4) Select a TOP account (parent account) and a Subsidiary Account (child). The Top account will 

act as the Trade Organization, with the subsidiary account underneath. 

(5) Give a detailed reason for de-linking these accounts. 

(6) The requests will go through an approval process within the C-TPAT Program if there are any C- 

TPAT Security Models associated to the trade account involved in the de-link. Once the de-link 

is approved by C-TPAT Management, the once linked accounts will be de-linked and appear in 

the upper left corner of the screen under the Trade Organizations box as two separate trade 

accounts. 

 

Relationships - Merging Trade Accounts 

Merging Trade Accounts allows the ability to consolidate accounts that are at the same level in a Trade 

Organization hierarchy. To merge trade accounts: 

 Trade accounts can be merged only if they are on the same level in in the Trade 

Organization, e.g., a subsidiary trade account cannot be merged to a parent account. 

 Trade Accounts requesting to be merged with associated C-TPAT accounts require 

permission from all associated S-SCSS/SCSS. 

 Only a Trade Account user identified as a Company Administrator can request to merge. 

 A Trade Account user must be present in the role of Company Administrator in at least 

one account, but must be a user in both trade accounts. 
 

To make a request to merge two trade accounts: 
 

(1) Log into the C-TPAT Portal. 

(2) Click on the <Manage> link in the Trade Account Actions box in the lower left of the screen. 

(3) Click the Merge Trade Accounts link. 

(4) Select a First account and a Second Account. The First account will act as the primary 

account, overriding the Trade account profile of the Second Account. 

(5) Give a detailed reason for merging these accounts. 
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(6) This request must be approved by a Company Administrator from the non-requesting 

Second Account (even if it is the same as the user making the request). 

(7) The requests will go through an approval process within the C-TPAT Program if there are any 

C- TPAT Security Models associated to the trade accounts involved in the merge. Once the 

merge is approved by C-TPAT Management, the Second Account will no longer appear in the 

upper left corner of the screen as a trade account, but will instead be merged with the First 

Account.  

Accounts that are linked cannot be merged. In order to merge accounts, the account must be de-

linked.  

 

Relationships - Splitting Trade Accounts 

Splitting a Trade Account allows the ability to split one trade account into two separate trade 

accounts, and assign C-TPAT security models to those accounts, if applicable, to support corporate 

divestitures. 
 

To split one trade account into two trade accounts: 

 Trade Accounts requesting to be split with associated C-TPAT accounts require permission from 

associated S-SCSS/SCSS. 

 Only a Trade Account user identified as a Company Administrator can request to split trade 

accounts. 
 

To make a request to merge two trade accounts: 
 

(1) Log into the C-TPAT Portal. 

(2) Click on the <Manage> link in the Trade Account Actions box in the lower left of the screen. 

(3) Click the Split Trade Account link. 
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(4) Select a Trade Organization to Split, then select the associated Security Models to split from the 

Trade Organization (if applicable). 

(5) Provide a New Trade Organization Company Name and give a detailed reason for splitting this 

trade organization into two trade organizations. 

(6) The request will go through an approval process within the C-TPAT Program if there are any C- 

TPAT Security Models associated to the trade accounts involved in the split. Once the split is 

approved by C-TPAT Management, two trade organizations will appear in the upper left Trade 

Organizations box where there was once one. 

 

  Relationships – C-TPAT Security Model 

A C-TPAT Security Model is a C-TPAT account that could contain a multi-mode security profile, which 

allows a C-TPAT Partner to manage several business types (e.g., importer and exporter) in a single C-

TPAT account if both business types share the exact same security procedures. The C-TPAT Security 

Model includes the company profile, business entity identifiers and security profile, which could be used 

to manage multiple business types in one account. 

 

To access your C-TPAT Security Model, select a Trade Account from the Trade Organization(s) box in 

the upper left corner of the screen, then click C-TPAT Accounts in the Partnership Programs box on the left 

side of the screen.
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C-TPAT Security Models – Adding additional Business Identifiers such as EIN, IOR, MID, SCAC, etc.  

For all business types in C-TPAT, certain business entity information is required to be entered as part of 

the eligibility criteria. For more information on required business entity identifiers, please visit 

CBP.gov/CTPAT and go to the Applying to C-TPAT link on the right. 
 

To enter business entity information, go to the desired box, enter the ID, and click <Add> to add the ID to 

the Entered ID’s section. Select the ID and click <Delete> to delete the ID. 
 

Note: Certain Business Entity ID’s cannot be added, modified, or removed by Trade Users once 

they have been entered into your account. Contact your assigned SCSS to add, modify, or remove 

Importer of Record, SCAC codes, or MID numbers. Click <Next> above to continue to the next tab. 

 

 
 

C-TPAT Accounts - Addresses 

After entering address information into the Trade Account Profile of your Trade Account, click on <C- 

TPAT Accounts> in the Partnership Programs block on the left side menu, then click on the Main Menu 

button and select Company Profile. Click on the <Addresses> tab. All C-TPAT accounts must have a 

designated Primary Address and a Mailing Address (which may be the same address). To indicate the 

Primary Address, click in the circle of the desired address row. To select Mailing address, click in the 

Mailing address box in the address line. For all other C-TPAT addresses, select the <Secondary> box. 

When your selection is complete, click <Next> to continue to the next tab, or <Save> to save your work. 

 

All C-TPAT addresses must be entered into the Trade Account Profile of the Trade Account before 

they can be associated with your C-TPAT Security Model. 
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USER ROLES:   
 
C-TPAT Accounts – Security Models – Contacts 
 

After entering the user information into the Trade Account Profile of your Trade Account, click on <C- 

TPAT Accounts> in the Partnership Programs block on the left side of the screen, then click on the Main 

Menu button and select Company Profile. Click t h e  Contacts tab. 

 

 

Every C-TPAT Security Model must have a company officer. A Company Officer is a person who holds 

an office of authority, and acts in an official capacity on behalf of a company.  

 

Any contact can update the security profile, but only company officers can submit the Annual 

Review and changes to the Security Profile, and electronically sign the C-TPAT Partner, SVI, 

Exporter, NEEC, and Mutual Recognition agreements. 

 

C-TPAT Accounts – Security Model- Primary Point of Contact  

Every C-TPAT Security Model must also have a Primary POC. To indicate <Primary Contact> for your 

C-TPAT account, click in the circle in the desired contact row. The Primary POC can be either a 

company officer or employee. For all other C-TPAT users, indicate their role in the organization by 

clicking the Company Officer (Officer), Employee, or Consultant box. 

 

C-TPAT Accounts – User Role Responsibility  

Things to remember when assigning contact roles: 
 

 Any contact can update the security profile 

 Only an Officer can actually submit security profile updates to CBP, and sign agreements 

 The Primary POC can be either an Officer or Employee, but not a consultant. 

 

All C-TPAT contacts will have to be entered into the Trade Account Profile of the Trade Account 

before they can be associated with a C-TPAT Security Model. 

 

International Programs – How to Participate  
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Listed under the International tab are the international programs related to C-TPAT that are available to 

your company based on status and business type. If you would like to participate, a company officer must 

electronically sign the appropriate program agreements. Click <Next> to continue to the next tab. 
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When all information is entered, and all blocks under the header “Security Sections” indicate that the 

information is complete, the entire Security Profile may be submitted. 

Please note that only a company officer can submit a C-TPAT application, as all C-TPAT Partners have to 

electronically sign the C-TPAT Partner Agreement upon applying to the program, and only company 

officers are permitted to sign agreements. 
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Annual Security Profile Review 

The C-TPAT Partner agreement calls for the annual review of the security profile submitted to C-TPAT, 

“Specifically, the Partner agrees to: Using the online application process (the C-TPAT Security Link Portal), 

complete a supply chain security profile and update information regarding the company on an annual basis”. 

The annual review window is initiated 90 days before the partner anniversary date. While Partners are 

encouraged to update the security profile at any time as company procedures change, only changes made 

during the 90 day window will satisfy the annual review requirement. 
 

Specifically, the requirement begins with an annual supply chain risk assessment (guidance to complete a Five 

Step Risk Assessment can be found on www.cbp.gov/ctpat). Completion of the risk assessment may result in 

changes to your supply chain security policies and procedures. These changes should be reflected in the annual 

review. 

 

The Partner must review all information in the security profile. If any updates to security practices and 

procedures have taken place during the year, update the response to the corresponding criteria statement with 

the updated information. If no changes in security have taken place, there is no need to add supplemental text.  

 

Once all questions have been answered, click <Save> at the top of the screen. Your assigned SCSS will begin 

reviewing the updates and affirmations you have recorded in the Security Profile. 

 

Validation Summary 

To access your Validation records, log into the C-TPAT Portal, select the corresponding Trade Account, then 

select <C-TPAT Accounts> from the Partnership Programs box on the left side of the screen. Click on the 

Main Menu box on the far right, and select <Validation Summary>. Your Validation Report is available in 

the lower window for each validation that has been completed for your company. Double click on the desired 

validation to see more details. 

 

Validation Response 

To complete your Validation Response, log into the C-TPAT Portal, select the corresponding Trade Account, 

then select <C-TPAT Accounts> from the left side menu. Click on the Main Menu and select 

<Validation Summary>.  Double click on the validation with a Response status of Pending. Use the space 

provided in the text boxes to reply to the Recommendations or Actions Required listed, and use the 

<Upload File> utility under each text box to include required evidence of implementation. To save your work, 

click <Save> at the bottom of the Validation Response. Click <Submit> only when your reply is complete. 

 

Respond to the Executive Summary by clicking on the Executive Summary. 

Respond to the Site Visits by clicking on the Site Visits as shown below. 

 
 

C-T PAT Security Model Operations 

Along with trade account operations creating associations between accounts, the Portal allows C-

TPAT companies to create multi-modal accounts, using the Security Model Operations option. 
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Merging Security Models 

Merging two C-TPAT Security Models allows trade members the ability to consolidate accounts with identical 

security practices and procedures to be managed as one account. Merging two C-TPAT Security Models: 

 Requires both C-TPAT Security Models to be managed under one trade account. 

 Requires that both accounts have identical security practices and procedures. 

 Requires a request made by a company officer. 

 Requires that the request be approved by C-TPAT Management. 

To make a request to merge two C-TPAT Security Models: 

(1) Log into the C-TPAT Portal, and click on the Trade Organizations(s) and select the trade account.   

(2) Click on C-TPAT Accounts in the middle left side menu in the Partnership Programs Help box. 

(3) Click Manage C-TPAT Security Models. 
 

 

(1) Click the Merge C-TPAT Accounts link. 

 

(2) Select a First Security Model and a Second Model. 

(3) Give a detailed reason for merging these Security Models. 

(4) The requests will go through an approval process within the C-TPAT Program. Once the merge 
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is approved by C-TPAT Management, the Security Model will subsume the business type(s) of 

the first and second security models. 

(5) A C-TPAT company officer from the security model must then complete a consolidated security 

model, where the response to common criteria will be presented in a side-by-side comparison of 

the previously separated security models. The Company Officer should select the appropriate 

response or provide a new response, then click Submit Entire Security Profile. 

 

Expanding a Security Model 
 

Expanding a Security Model is stretching a current C-TPAT security model to include an additional 

eligible business type with identical security practices and procedures as the existing C-TPAT account. 
 

Expanding your C-TPAT Account: 
 

 Requires that both accounts have identical security practices and procedures. 

 Requires a request made by a company officer. 

 Requires that the request be approved by C-TPAT Management. 
 

To make a request to expand your current C-TPAT Security Model to include an additional eligible 

business type: 
 

(1) Log into the C-TPAT Portal, and click on the Trade Organizations(s) and select the trade account.   

(2) Click on C-TPAT Accounts in the middle left side menu in the Partnership Programs Help box. 

 (3) Click Manage C-TPAT Security Models. 
 

 

(6) Click on the Expand C-TPAT Security Model option 
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(8) Select an additional business type to add to the security model. Note you will only be permitted 

to add one additional business type per request. 

(9) Give a detailed reason for expanding your Security Model to include a new business type. 
 

 
(10) Answer the eligibility criteria and enter the business entity identifiers associated with 

the new business type. 

(11) The request to expand will be reviewed by C-TPAT management. Once the request is 

approved, you will be prompted to complete a security profile with both common criteria among 

the business types in the security model, as well as the unique criteria for the additional business 

type. Note the common criteria should include the security practices and procedures of both 

business types present in the model. 

 

Splitting a Security Model 

Splitting allows the trade ability to request to separate a multi-mode C-TPAT Security Model into two 

security models to manage them separately to support corporate divestitures. 

 

Splitting your C-TPAT Security Model: 
 

 Requires that a C-TPAT Security Model in good standing have two or more business types 

associated with it. 

 Requires a request made by a company officer. 

 Requires that the request be approved by C-TPAT Management. 
 

To make a request to split your current C-TPAT Security Model into two security models: 
 

(1) Log into the C-TPAT Portal, and click on the Trade Organizations(s) and select the trade account.   

(2) Click on C-TPAT Accounts in the middle left side menu in the Partnership Programs Help box. 

 (3) Click Manage C-TPAT Security Models. 

(4) Click on the Split Security Model link. 

(5) Select a Security Model from the list, the select the business type to split from the model. 

NOTE: Only one business type can be split per request. 
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(6) Provide a name for the new security model, then give a detailed reason for splitting this business 

type from your Security Model. 

(7) The request to split a business type from your Security Model will be reviewed by C-TPAT 

management. Once the request is approved, you will be prompted to review the security profiles 

for both security models and submit to the SCSS for approval. 

 
 

Extracting from a Security Model 

Extracting allows the trade ability to request to separate a multi-mode C-TPAT Security Model into two 

security models and withdraw the split business type to support corporate divestitures. 
 

Extracting a business type from your C-TPAT Security Model: 
 

 Requires that a C-TPAT Security Model in good standing have two or more business types 

associated with it. 

 Requires a request made by a company officer. 

 Requires that the request be approved by C-TPAT Management. 
 

To make a request to extract a business type from your current C-TPAT Security Model into two security 

models: 
 

(1) Log into the C-TPAT Portal, and click on the Trade Organizations(s) and select the trade account.   

(2) Click on C-TPAT Accounts in the middle left side menu in the Partnership Programs Help box. 

 (3) Click Manage C-TPAT Security Models. 

(3) Click on the Extract Security Model link. 

(4) Select a Security Model from the list, then select the business type to extract from the model. 

NOTE: Only one business type can be extracted per request. 

(5) Provide a name for the new security model, then give a detailed reason for extracting this 

business type from your Security Model. 
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Public Library 

All users in a Trade Account will have access to documents in the Trade Public Document Library. A user 

need not be associated as a Contact in a C-TPAT account to have access to this library. To access the 

Trade Public Document Library, click on Documents in the Trade Account Information box on the left 

side of the screen. Click on the Public Library tab. Only CBP C-TPAT Administrative personnel are 

permitted to upload documents into this library. 



 

36  

C-TPAT Partner Library 

All users associated as a Contact in a C-TPAT account will have access to documents in the C-TPAT 

Partner Library.  To access the C-TPAT Partner Library, click on Documents in the Trade Account 

Information box on the left side of the screen, and select Documents from the options. Then click on C-

TPAT Partner Library.  Only CBP C-TPAT Administrative personnel are permitted to upload documents 

into this library. 

 

To open a document, click <View File> on the document row.   
 

Partner Document Exchange 

A trade user associated as a contact with a C-TPAT account will have access to the Partner Document 

Exchange specific for that account. Any documents uploaded as part of a Security Profile or Validation 

Response in the C-TPAT Portal will be stored in the Partner Document Exchange, tagged to the location 

in the C-TPAT Portal from which the document was uploaded. 

 

Accessing Documents 

To access the C-TPAT Partner Library, click <Documents>, and select the <C-TPAT Partner Library> 

tab. 

 

Uploading Documents 

To upload a document to the Partner Document Exchange, select the <Upload> tab shown below.  

 

Choose the desired document from your local network or workstation, and specify the Document type 

from the drop down list and the C-TPAT Security Model to which the document is associated from the 

drop down lists provided. Note: Any documents uploaded as part of a Security Profile and in the 

Validation Response in the Partner Portal will be stored in the C-TPAT Partner Library, tagged to 

the location in the C-TPAT Portal from which the document was uploaded. 

 

 
 

Updating Document Titles 

To change the document title of an uploaded document, click on the title and make alterations to the 

desired document. When alterations are complete, click <Save Changes>. The document name will 

change, and the old version of the document will be stored in the document archive. 
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Messages (The third option on the left side of the screen under Trade Account 

Information) 

Messages are an internal communication system to record correspondence between Trade Partners and 

the SCSS assigned to your C-TPAT account. Only trade users who are associated as a Contact in a 

C-T PAT account will be permitted to view, reply to, or send new Messages. 
 

 
 

Viewing and Replying to Messages 

To view or reply to a message, select the corresponding Trade Account, then select <Messages> from the 

left side menu. Messages appear in the table chronologically, with the newest message first, and unread 

messages highlighted grey. Double click on the line of the Message you want to view. The message text 

and thread (all replies to the message) will appear below the reply window in chronological order, with 

the newest message at the top. Type a message in the box provided and click <Send>. The updated 

message thread will appear under the Messages tab. To abandon this reply and return to unread 

Messages, click Cancel. 

 

Sending New Messages 

To send a new message to your SCSS, select the corresponding Trade Account, then select <Messages> 

from the left side menu. Click the <New> tab, and a blank message will appear in the window. Select 

your C-TPAT account from the list, type the subject and body of the message, upload a related file, if 

necessary, and click Send. The New message will now appear as a message thread under the messages 

tab. To abandon any changes and return to the Messages tab, click Cancel. 
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International Initiatives 

European Union Authorized Economic Operator (AEO) Registration 

On May 4, 2012, the United States of America (U.S.) and the European Union (EU) signed a decision on 

the Mutual Recognition of their respective trade partnership programs, namely the Customs-Trade 

Partnership Against Terrorism (C-TPAT) program in the U.S. and the (AEO) program in the EU. 
 

The exchange of program information and the granting of benefits to operators holding a membership 

status in the respective trade partnership programs are implemented in two phases. Following the launch 

of the information exchange of EU AEO members in July 2012, manufacturers and exporters shipping to 

the U.S. started to receive a reduction of their targeting scores in CBP’s Automated Targeting System. 
 

CBP’s targeting system cannot process the EU Economic Operator Registration and Identification Scheme 

(EORI) number. It can only process information linked to a Manufacturer's Identification Number (MID) 

or an Importer of Record Number (IOR). In order for AEO manufacturers and exporters to get a reduction 

in their targeting score in CBP’s targeting system, a "matching procedure" to associate EORI numbers 

and MID numbers was established. U.S. CBP created a web application where AEO 

manufacturers/exporters may register their EORI numbers and associate them with their MID number(s). 

IMPORTANT: this applies only to manufacturing or exporting companies in the EU. Other 

EU AEOs do not need to register. Companies outside the EU may not register. 


